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http://www.w3.org/TR/2008/REC-WCAG20-20081211/


Applicability standards and
guidelines

This report covers the degree of conformance for the Web Content Accessibility
Guidelines (WCAG) 2.0 Level AA, at http://www.w3.org/TR/2008/REC-WCAG20-
20081211/. The Revised Section 508 standards require conformance to the WCAG
2.0 Level AA.
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Terms

The terms used in the Conformance Level information are defined as follows:

l Supports: The functionality of the product has at least one method that meets the
criterion without known defects or meets with equivalent facilitation.

l Supports with Exceptions: Some functionality of the product does not meet
the criterion.

l Does Not Support: The majority of product functionality does not meet the
criterion.

l Not Applicable: The criterion is not relevant to the product.
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WCAG 2.0 report

Criteria Conformance
Level

Remarks and Explanations

1.1.1 Non-text
Content (Level A )

Supports with
exceptions

Most elements in Defender AD FS’s web interface
are textual. Where there are graphical controls,
most, but not all, have a text equivalent attribute.

1.2.1 Audio-only
and Video-only
(Prerecorded)
(Level A)

Supports with
exceptions

Most elements in Defender AD FS’s web interface
are textual. Where there are graphical controls,
most, but not all, have a text equivalent attribute

1.2.2 Captions
(Prerecorded)
(Level A)

Not Applicable Defender AD FS does not use multimedia present-
ations.

1.2.3 Audio
Description or
Media Alternative
(Prerecorded)
(Level A

Not Applicable Defender AD FS does not use multimedia present-
ations.

1.3.1 Info and
Relationships
(Level A)

Supports with
exceptions

Not Applicable:

l Redundant text links shall be provided for
each active region of a server-side image
map.

l Defender AD FS does not use both
server-side image maps.

l Client-side image maps shall be provided
instead of server-side image maps except
where the regions cannot be defined with an
available geometric shape.

l Defender AD FS does not use client-
side image maps.

l Markup shall be used to associate data cells
and header cells for data tables that have two
or more logical levels of row or column
headers

l Defender AD FS does not use data
tables that have two or more logical

Table 1: Success Criteria, Level A
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https://www.w3.org/TR/WCAG20/#text-equiv-all
https://www.w3.org/TR/WCAG20/#text-equiv-all
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levels of row or column headers.

Supports:

l Row and column headers shall be identified
for data tables.

1.3.2 Meaningful
Sequence (Level
A)

1.3.3 Sensory
Characteristics

1.4.1 Use of Color
(Level A)

Not Applicable l Defender AD FS does not use color coding.

l Defender AD FS does not use color to convey
any information.

1.4.2 Audio Control
(Level A)

2.1.1 Keyboard
(Level A)

Supports with
exceptions

Keyboard access is provided throughout Defender
AD FS. Keyboard shortcuts, shortcut keys and
menu commands are readily available. The
documentation does not define the keyboard
shortcuts.

2.1.2 No Keyboard
Trap (Level A)

2.2.1 Timing
Adjustable (Level
A)

Not Applicable Defender AD FS Web Interface does not require the
user to respond within a specified time for any
operations.

2.2.2 Pause, Stop,
Hide (Level A)

Not Applicable Defender AD FS does not use animation.

2.3.1 Three
Flashes or Below
Threshold (Level
A)

Supports with
exceptions

Not Applicable:

l Software shall not use flashing or blinking
text, objects, or other elements having a
flash or blink frequency greater than 2 Hz and
lower than 55 Hz.

l Defender does not use flashing or
blinking objects or text in any portion
of the application interface.

Supports:

l Pages shall be designed to avoid causing the
screen to flicker with a frequency greater
than 2 Hz and lower than 55 Hz.

Defender 5.11
Voluntary Product Accessibility 5

https://www.w3.org/TR/WCAG20/#content-structure-separation-sequence
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https://www.w3.org/TR/WCAG20/#time-limits-pause
https://www.w3.org/TR/WCAG20/#seizure-does-not-violate
https://www.w3.org/TR/WCAG20/#seizure-does-not-violate
https://www.w3.org/TR/WCAG20/#seizure-does-not-violate
https://www.w3.org/TR/WCAG20/#seizure-does-not-violate


l Defender Web Interface pages contain
mostly static data.

2.4.1 Bypass
Blocks (Level A)

Not Applicable Defender AD FS Web Interface does not contain
repetitive navigation links.

2.4.2 Page Titled
(Level A)

Not Applicable Defender AD FS Web Interface does not use
frames.

2.4.3 Focus Order
(Level A)

Supports Defender AD FS Web Interface is designed to
preserves the last process request.

2.4.4 Link Purpose
(In Context) (Level
A)

Supports

3.1.1 Language of
Page (Level A)

Not Applicable

3.2.1 On Focus
(Level A)

Supports l Screen elements are designed using the
standard Windows method for labeling
controls, setting current focus and consistent
tab order.

l Defender Web Interface provides text instruc-
tions to assist the user to process the
request.

3.2.2 On Input
(Level A)

Supports l Screen elements are designed using the
standard Windows method for labeling
controls, setting current focus and consistent
tab order.

l Defender Web Interface provides text instruc-
tions to assist the user to process the
request.

3.3.1 Error Identi-
fication (Level A)

Supports l Screen elements are designed using the
standard Windows method for labeling
controls, setting current focus and consistent
tab order.

l Defender Web Interface provides text instruc-
tions to assist the user to process the
request.

3.3.2 Labels or
Instructions (Level
A)

Supports l Screen elements are designed using the
standard Windows method for labeling
controls, setting current focus and consistent
tab order.

l Defender AD FS Web Interface provides text
instructions to assist the user to process the
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https://www.w3.org/TR/WCAG20/#navigation-mechanisms-skip
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-skip
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-title
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-title
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-focus-order
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-focus-order
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-refs
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-refs
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-refs
https://www.w3.org/TR/WCAG20/#meaning-doc-lang-id
https://www.w3.org/TR/WCAG20/#meaning-doc-lang-id
https://www.w3.org/TR/WCAG20/#consistent-behavior-receive-focus
https://www.w3.org/TR/WCAG20/#consistent-behavior-receive-focus
https://www.w3.org/TR/WCAG20/#consistent-behavior-unpredictable-change
https://www.w3.org/TR/WCAG20/#consistent-behavior-unpredictable-change
https://www.w3.org/TR/WCAG20/#minimize-error-identified
https://www.w3.org/TR/WCAG20/#minimize-error-identified
https://www.w3.org/TR/WCAG20/#minimize-error-cues
https://www.w3.org/TR/WCAG20/#minimize-error-cues
https://www.w3.org/TR/WCAG20/#minimize-error-cues


request.

4.1.1 Parsing
(Level A)

Not Applicable

4.1.2 Name, Role,
Value (Level A)

Supports l Supported using Windows API, and subject to
any limitations thereof.

l Defender AD FS provides tool tips text inform-
ation on the data represented on user
interface elements. Tree elements icons are
accompanied with text info.

Criteria Conformance
Level

Remarks and Explanations

1.2.4 Captions (Live)
(Level AA)

Not Applicable Defender AD FS does not use multimedia
presentations.

1.2.5 Audio Descrip-
tion (Prerecorded)
(Level AA)

Not Applicable Defender AD FS does not use multimedia
presentations.

1.4.3 Contrast
(Minimum) (Level AA)

Not Applicable Defender AD FS does not permit a user to adjust
color and contrast settings unless these changes
are made to the desktop settings.

1.4.4 Resize text
(Level AA)

Supports Supported using standard Windows methods.

1.4.5 Images of Text
(Level AA)

Supports Supported using standard Windows methods.

2.4.5 Multiple Ways
(Level AA)

Not Applicable

2.4.6 Headings and
Labels (Level AA)

Supports Supported using standard Windows methods.

2.4.7 Focus Visible
(Level AA)

Supports Defender AD FS fully supports Windows
appearance properties to provide visual on-
screen focus and tracking.

3.1.2 Language of
Parts (Level AA)

Not Applicable Defender AD FS Web Interface pages do not use
scripting technologies to display content or to
create interface elements.

3.2.3 Consistent
Navigation (Level AA)

Table 2: Success Criteria, Level AA
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https://www.w3.org/TR/WCAG20/#ensure-compat-parses
https://www.w3.org/TR/WCAG20/#ensure-compat-parses
https://www.w3.org/TR/WCAG20/#ensure-compat-rsv
https://www.w3.org/TR/WCAG20/#ensure-compat-rsv
https://www.w3.org/TR/WCAG20/#media-equiv-real-time-captions
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https://www.w3.org/TR/WCAG20/#navigation-mechanisms-mult-loc
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-descriptive
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-descriptive
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-focus-visible
https://www.w3.org/TR/WCAG20/#navigation-mechanisms-focus-visible
http://www.w3.org/TR/WCAG20/#meaning-other-lang-id
http://www.w3.org/TR/WCAG20/#meaning-other-lang-id
http://www.w3.org/TR/WCAG20/#consistent-behavior-consistent-locations
http://www.w3.org/TR/WCAG20/#consistent-behavior-consistent-locations


3.2.4 Consistent
Identification (Level
AA)

Supports Defender AD FS uses consistent iconography.
This iconography is derived from the standard
Windows display.

3.3.3 Error Suggestion
(Level AA)

Supports Defender AD FS Web Interface pages do not use
scripting technologies to display content or to
create interface elements.

3.3.4 Error Prevention
(Legal, Financial,
Data) (Level AA)
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https://www.w3.org/TR/WCAG20/#consistent-behavior-consistent-functionality
https://www.w3.org/TR/WCAG20/#consistent-behavior-consistent-functionality
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Copyright 2020 One Identity LLC.

ALL RIGHTS RESERVED.

This guide contains proprietary information protected by copyright. The software described in this guide
is furnished under a software license or nondisclosure agreement. This software may be used or copied
only in accordance with the terms of the applicable agreement. No part of this guide may be reproduced
or transmitted in any form or by any means, electronic or mechanical, including photocopying and
recording for any purpose other than the purchaser’s personal use without the written permission of
One Identity LLC .
The information in this document is provided in connection with One Identity products. No license,
express or implied, by estoppel or otherwise, to any intellectual property right is granted by this
document or in connection with the sale of One Identity LLC products. EXCEPT AS SET FORTH IN THE
TERMS AND CONDITIONS AS SPECIFIED IN THE LICENSE AGREEMENT FOR THIS PRODUCT,
ONE IDENTITY ASSUMES NO LIABILITYWHATSOEVER AND DISCLAIMS ANY EXPRESS, IMPLIED OR
STATUTORYWARRANTY RELATING TO ITS PRODUCTS INCLUDING, BUT NOT LIMITED TO, THE IMPLIED
WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NON-INFRINGEMENT.
IN NO EVENT SHALL ONE IDENTITY BE LIABLE FOR ANY DIRECT, INDIRECT, CONSEQUENTIAL,
PUNITIVE, SPECIAL OR INCIDENTAL DAMAGES (INCLUDING,WITHOUT LIMITATION, DAMAGES FOR
LOSS OF PROFITS, BUSINESS INTERRUPTION OR LOSS OF INFORMATION) ARISING OUTOF THE USE
OR INABILITY TOUSE THIS DOCUMENT, EVEN IF ONE IDENTITY HAS BEEN ADVISED OF THE
POSSIBILITY OF SUCH DAMAGES. One Identity makes no representations or warranties with respect to
the accuracy or completeness of the contents of this document and reserves the right to make changes
to specifications and product descriptions at any time without notice. One Identity does not make any
commitment to update the information contained in this document.
If you have any questions regarding your potential use of this material, contact:

One Identity LLC.
Attn: LEGAL Dept
4 Polaris Way
Aliso Viejo, CA 92656

Refer to our Web site (http://www.OneIdentity.com) for regional and international office information.

Patents

One Identity is proud of our advanced technology. Patents and pending patents may apply to this
product. For the most current information about applicable patents for this product, please visit our
website at http://www.OneIdentity.com/legal/patents.aspx.

Trademarks

One Identity and the One Identity logo are trademarks and registered trademarks of One Identity
LLC. in the U.S.A. and other countries. For a complete list of One Identity trademarks, please visit
our website at www.OneIdentity.com/legal. All other trademarks are the property of their
respective owners.

Legend

WARNING: A WARNING icon highlights a potential risk of bodily injury or property
damage, for which industry-standard safety precautions are advised. This icon is
often associated with electrical hazards related to hardware.

CAUTION: A CAUTION icon indicates potential damage to hardware or loss of data if
instructions are not followed.
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