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PeerStory: 
One Identity Active Roles

Use Case
The solution is used for lifecycle 
management and can be deployed on-
prem or cloud.

Valuable Features
The solution enables zero trust security 
with hybrid AD fine-grained delegation 
and role-based access control which is 
important to all our clients.
The solution enables us to create a user 
in the cloud and give them access to 
resources through a single workflow 
which is important to all our clients.

Results
The solution simplifies Active 
Directory and Azure Active Directory 
management efficiency and security. 
It has a proxy layer, which means that 
no one talks to the connecting platform 
directly. All requests go through the 
active roles, which act as a proxy layer. 

We can set all kinds of policies, rules, 
and business enforcement policies 
on the proxy layer. This means that 
nothing flows to the platforms without 
proper information or proper data 
standardization. The solution manages 
and streamlines everything in this 
proxy layer.

ROI
Customers typically see a return on 
investment within one or two months 
of using One Identity Active Roles.

Sameer P. 
Managing Director at Amal it

“The solution reduces 
the time it takes to 
reset a password to 
under one minute.”

“I previously used 
ManageEngine 
ADManager Plus, but I 
switched to One Identity 
Active Roles because it is 
more robust and highly 
scalable. ManageEngine 
is lightweight and it slows 
down when the number 
of users increases.”

This PeerStory is a collection of quotes from a real user sharing their experience using 
One Identity Active Roles on PeerSpot.
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