Overview

If you are like most organizations, your IT infrastructure has changed significantly in recent years. Some businesses have made the move to cloud-only while others have requirements to remain on-premises only. However, the majority of organizations deploy a hybrid model managing some on-premises infrastructure and some cloud, plus a number of software-as-a-service (SaaS) applications. So, a hybrid environment is the new normal, which means you need tools that can enhance your organization’s agility and address changing IAM challenges.

Delivering even more value to your on-prem investment

The One Identity Hybrid Subscription expands the functionality of One Identity on-premises products by unlocking new hybrid capabilities. The subscription enables you to ‘join’ your One Identity on-prem solutions to our One Identity Starling software-as-a-service platform. This gives your organization immediate access to cloud-delivered features and services. No messy installs or infrastructure deployments needed. With One Identity Hybrid Subscription, you always have access to the newest cloud-delivered features.

One Identity’s modular and integrated portfolio of on-premises, cloud and hybrid IAM solutions enables you to start anywhere and build from there.

Figure 1. Initiate your subscription within One Identity on-prem products and ‘Join’ to One Identity Starling.
Features
A set of subscription features are available today and will be followed by additional products and functionality. A single subscription can be used for all One Identity products.

Unlimited Starling Two-Factor Authentication
Lock down administrator and user access with multi-factor authentication as a service. It solves the password problem to secure your organization and keep your users productive.

Benefits for One Identity on-prem solutions:
- Heightens security for virtually any system or application
- Accelerates password-reset process that reduces risk of social engineering
- Flexible, simple-to-use authentication options, such as:
  - SMS texts
  - Phone calls
  - Push-to-authenticate - mobile-enabled authentication capabilities, including automated texting of codes to admin and user phones

Figure 2. One Identity Hybrid Subscription dashboard view of One Identity on-prem products joined to One Identity Starling.

Capabilities Matrix

<table>
<thead>
<tr>
<th>Administrator-access/console protection</th>
<th>Active Roles</th>
<th>Password Manager</th>
<th>Identity Manager</th>
<th>One Identity Safeguard</th>
<th>Safeguard for Privileged Sessions</th>
<th>Authentication Services</th>
</tr>
</thead>
<tbody>
<tr>
<td>End-user access protection</td>
<td>-</td>
<td>●</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>●</td>
</tr>
<tr>
<td>Supplements Q&amp;A authentication</td>
<td>-</td>
<td>●</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>Approval anywhere</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>●</td>
<td>-</td>
<td>-</td>
</tr>
</tbody>
</table>

For a free trial of our One Identity Starling offerings and to get the latest product feature updates, visit cloud.oneidentity.com.

About One Identity
One Identity, a Quest Software business, lets organizations implement an identity-centric security strategy, whether on-prem, in the cloud or in a hybrid environment. With our uniquely broad and integrated portfolio of identity management offerings including account management, identity governance and administration and privileged access management, organizations are empowered to reach their full potential where security is achieved by placing identities at the core of the program, enabling proper access across all user types, systems and data. Learn more at OneIdentity.com
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