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Protecting citizens’  
data — and their trust
POST Luxembourg improves security and triples efficiency  
with One Identity Manager.

Country:  Luxembourg

Employees:  4,690

Industry:  Government

Website:  www.post.lu

Telecommunications, banking and postal services 
are the backbone of modern society. Luxembourg’s 
citizens depend on POST Luxembourg for 
continuous delivery of all three of these critical 
offerings, and they also trust that POST will protect 
their data. So when POST saw that its existing 
identity and access management (IAM) tools could 
not easily meet its long-term requirements, it 
sought a new solution.

After months of testing leading IAM technologies 
with third-party partner IAM Experts, POST chose 
One Identity Manager. “We can be ready for the 
future with One Identity Manager,” explains René 
Drabo, identity and access management team 
member at POST Luxembourg. “In our tests of 
available solutions, we found that Identity Manager 
performs the best and provides the most out-of-
the-box tools including connectors.”

After defining 5,000 identities and standardizing 
access privileges for its 4,690 employees and 
contractors, POST also established centralized

Challenges
As a government-managed 
telecommunications, financial services and 
postal provider, POST Luxembourg must 
meet multi-industry security regulations  
and stay efficient and agile. 

Solutions
With the help of third-party IAM Experts, 
POST deployed One Identity Manager to 
better protect against modern security 
threats and ensure consistent access-
management controls as it adopts 
cloud services.

Results
•	 Grants basic system access in  

minutes vs. hours

•	 Triples operational efficiency

•	 Improves staff experience and IT security

•	 Simplifies regulatory compliance

Products Featured
•	 One Identity Manager

•	 One Identity Manager SAP Connector

•	 One Identity Manager ServiceNow 
Connector

https://www.post.lu/
https://www.oneidentity.com/products/identity-manager/
https://www.oneidentity.com/sap/
https://www.oneidentity.com/servicenow-integration/
https://www.oneidentity.com/servicenow-integration/


access controls over its core systems including SAP 
and its service management system, ServiceNow. 
Thuy Cory, strategic account director at IAM 
Experts, says, “We enabled deep integration 
between Identity Manager and ServiceNow so that 
POST can use Identity Manager as a single pane 
of glass to onboard third parties and manage end 
users’ access requests.” 

Better data protection and easier 
regulatory compliance 
By using Identity Manager to consolidate and 
standardize identities, system access and IAM 
insights, POST has improved security and simplified 
regulatory compliance. “We’ve always had strong 
IAM processes, but we wanted to be able to move 
faster,” says Drabo. “With Identity Manager, we 
use automated or semi-automated processes to 
consistently manage system access, and we can 
instantly see who has access to what.” Application 
owners can also view the detailed IAM information 
they need to meet requirements and mitigate risk, 
including any new application users on any given 
day, and how they gained access. 

”
“We decreased the manual 

activities of the IAM team by 
threefold with Identity Manager, 
so now we spend more time 
meeting the needs of the 
business and providing value, 
which is great for everyone.
René Drabo, Identity and Access  
Management team member
POST Luxembourg

Threefold increase in operational 
efficiency benefits everyone 
Employee experience has improved since POST 
deployed Identity Manager. Today, rather than 
waiting hours or longer to be able to log in to 
the systems needed for work, new employees 
and contractors can obtain basic system access 
privileges in minutes. If they need to use additional 
systems, they simply request access from a menu 
in Identity Manager. Automated workflows then 
help quickly procure access and certifications as 

needed, based on the users’ roles and POST’s  
IAM requirements. 

Day-to-day work is also more rewarding for 
IAM team members because they’re no longer 
managing a list of system access requests each day. 
“We decreased the manual activities of the IAM 
team by threefold with Identity Manager, so now we 
spend more time meeting the needs of the business 
and providing value, which is great for everyone,” 
says Drabo.

Ready for the future 
By improving IAM controls, insights and automation 
capabilities, POST has the flexibility and agility 
it requires for advancing its goals including the 
adoption of cloud services. “Identity Manager is the 
tool we really needed for our long-term journey,” 
Drabo says. “Because it’s easy to configure, we can 
continue to deliver the services our customers want 
— in a way that protects their trust.”   

About One Identity
One Identity delivers unified identity security 
solutions that help customers strengthen their 
overall cybersecurity posture and protect the 
people, applications and data essential to business. 
Our Unified Identity Security Platform brings 
together best-in-class Identity Governance and 
Administration (IGA), Access Management (AM), 
Privileged Access Management (PAM) and Active 
Directory Management (AD Mgmt) capabilities to 
enable organizations to shift from a fragmented 
to a holistic approach to identity security. One 
Identity is trusted and proven on a global scale — 
managing more than 500 million identities for more 
than 11,000 organizations worldwide. For more 
information, visit www.oneidentity.com. 

”
“We enabled deep integration 

between Identity Manager and 
ServiceNow so that POST can 
use Identity Manager as a single 
pane of glass to onboard third 
parties and manage end users’ 
access requests.
Thuy Cory, Strategic Account Director
IAM Experts
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